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# Affaires

Le renseignement est traditionnellement caractéristique aux organisations gouvernementales impliquées dans les questions de sécurité nationale. Mais les entreprises privées innovantes adaptent de plus en plus le modèle des services de renseignement au monde des affaires pour aider à planifier leurs propres stratégies. Le processus de transformation des informations brutes en informations traitées exploitables est presque identique pour les organisations gouvernementales ainsi que pour les entreprises, ces dernières développant le système de collecte et d'analyse des informations en utilisant leurs propres méthodologies. (Krizan 1999)

Les deux activités semblent être deux domaines indépendants, mais la façon d'aborder les défis est assez similaire, selon les capacités d’alerte ; (Miscik 2017)dans les deux cas, les décideurs s'attendent à connaître à l'avance les menaces et les opportunités. La recherche universitaire a montré qu'il est possible d'effectuer une analyse comparative des deux domaines (gouvernement et entreprise) et d'identifier les parallèles possibles entre eux. (Barnea 2018)Dans les deux domaines, le produit du renseignement est celui qui soutient le processus de prise de décision à la suite des informations sur les changements dans l'environnement externe déterminés par les menaces spécifiques. Mais l'étude ontologique, épistémologique et méthodologique de ce processus est beaucoup mieux développée de nos jours dans les affaires (Busenitz et Barney 1997)afin que les services nationaux de renseignement puissent reprendre bon nombre des théories et techniques développées dans le domaine de l'intelligence économique.

Une similitude fondamentale entre l'activité nationale de renseignement et l'intelligence économique est que les deux fonctionnent sur la base du « cycle du renseignement »,(Omand 2011)un processus systématique en plusieurs étapes qui garantit la conduite des activités de renseignement sous contrôle.

L’intelligence économique (IE) est un domaine dont l'activité consiste à définir, collecter, analyser et diffuser des informations sur les produits, les clients, les concurrents et tout aspect de l'environnement nécessaires pour soutenir les managers dans le processus de prise de décision stratégique d'une organisation. Il s'agit d'une pratique commerciale légale, par opposition à l'espionnage industriel, qui est illégal. (SCIP 2014)L'IE se concentre sur l'environnement commercial externe,(Haag 2012)étant un processus impliqué dans la collecte d'informations, leur transformation en informations traitées, puis leur utilisation dans la prise de décision. (McGonagle et Vella 2003)

IE est souvent considéré comme synonyme d'analyse des concurrents, mais est plus que l'analyse des concurrents ; il couvre l'ensemble de l'environnement et des parties prenantes : clients, concurrents, distributeurs, technologies et données macroéconomiques. Les organisations utilisent IE pour comparer avec d'autres organisations (« comparaison concurrentielle »), pour identifier les risques et les opportunités sur leurs marchés, et pour tester leurs plans de réaction du marché (« business wargame »). (Kurtz 2018)

L'*information stratégique* se concentre sur les problèmes à long terme, en analysant les problèmes qui affectent la compétitivité d'une entreprise sur plusieurs années. L'horizon en temps réel de l'information stratégique dépend en fin de compte de l'industrie et de la rapidité avec laquelle elle change. Ce type d'activité d'information implique, entre autres, l'identification de signaux faibles et l'application d'une méthodologie et d'un processus spécifiques, initialement développés par Gilad. (Gilad 2014)

Dans l'information tactique, l'accent est mis sur la fourniture d'informations conçues pour améliorer les décisions à court terme, le plus souvent liées à l'intention d'augmenter la part de marché ou les revenus.

Les avancées techniques du traitement parallèle massif offert par l'architecture « big data » ont permis la création de plusieurs plateformes de reconnaissance des entités cibles. (Krapohl 2013)

L'IE a été influencé par l'information stratégique nationale. Fleisher suggère que les informations commerciales se présentent sous deux formes. Sa forme (contemporaine) plus étroite se concentre davantage sur les technologies de l'information et l'accent interne que sur IE, tandis que la définition (historique) plus large est plus complète que IE. La gestion des connaissances, lorsqu'elle est effectuée spécifiquement, est considérée comme une pratique organisationnelle basée sur la technologie de l'information qui utilise l'exploration de données, l'intranet d'entreprise et la cartographie des actifs organisationnels pour les rendre accessibles aux membres de l'organisation pour la prise de décision. IE partage certains aspects avec la gestion des connaissances ; contient des informations humaines et basées sur l'expérience pour une analyse qualitative plus sophistiquée. La gestion des connaissances est essentielle pour un changement efficace. Un facteur clé efficace est un système informatique puissant, dédié à l'exécution de l'ensemble du cycle de l'information. (Barnea 2009)

L'informatique décisionnelle (ID), appelée « business intelligence », est « un ensemble de techniques et d'outils pour transformer des données brutes en informations significatives et utiles à des fins d'analyse commerciale ». (Evelson 2008)Les *technologies* de l'ID peuvent manipuler de grandes quantités de données non structurées pour aider à identifier, développer et créer de nouvelles opportunités commerciales stratégiques. Le *but* de l'ID est de permettre une interprétation facile de ces grands volumes de données. (Sfetcu 2016)Les technologies d'ID offrent des perspectives historiques, actuelles et prédictives des opérations commerciales. Les *fonctions* communes des technologies de l'ID sont lesrapports, le traitement analytique en ligne, la recherche analytique, l'exploration de données, l'extraction de processus, le traitement d'événements complexes, la gestion des performances commerciales, la comparaison (analyse comparative),la fouille de textes, l'analyse prédictive et l'analyse normative.

L'ID peut être utilisée pour prendre en charge un large éventail de décisions commerciales, des opérations aux stratégies. Lorsqu'elles sont combinées, les données internes et externes peuvent fournir une image plus complète qui crée réellement des « renseignements » qui ne peuvent pas être déduites d'un seul ensemble de données. (Feldman et Himmelstein 2013)

Souvent, les scénarios d'ID tournent autour de processus métier distincts, chacun reposant sur une ou plusieurs sources de données. Ces étapes essentielles de l'information décisionnelle comprennent, sans s'y limiter :

* Sources de données pour collecter les données nécessaires
* Transformer les données en renseignement et les présenter de manière appropriée
* Requête et analyse du renseignement.
* Action sur les renseignements collectée.

Une similitude notable entre le renseignement gouvernemental et les informations économique est l'objectif de maximiser le profit des renseignements pour le client. Les changements sont difficiles à surveiller, en raison de la difficulté d'évaluer l'importance des signaux et des bruits dans les prévisions, pour réduire l'incertitude. (Rafii et Kampas 2002)En outre, sur la base des renseignements, dans les deux cas, ils agissent de manière proactive et essaient d'obtenir des informations pouvant envoyer des alertes sur les changements pertinents et leur signification. (Prescott 2012)Dans les deux domaines, les renseignements présentées aux décideurs peuvent souvent être un catalyseur d'actions futures et une nouvelle initiative pour en récolter les fruits.

# Médecine

La pratique médicale consistant à diagnostiquer l'identification, la collecte, l'analyse et la diffusion est similaire à celle du renseignement. (Converse 2008, 1)Marrin et Clemente soutiennent que les deux disciplines appliquent des approches générales similaires pour obtenir des informations. (Marrin et Clemente 2005, 709)Pour mieux comprendre les données et les informations recueillies, l'analyste utilise des disciplines connexes, similaires aux médecins dans le diagnostic des patients.

Selon Owen Ormerod, une autre similitude se pose dans le cas des défis auxquels sont confrontés à la fois l'intégration du diagnostic ou des évaluations analytiques dans un contexte plus large, allant d'hypothèses alternatives à des preuves qui invalident, et en utilisant le raisonnement déductif et inductif pour distinguer les informations pertinentes de bruit. (Marrin et Clemente 2005, 715)

« La base de cette analogie perçue entre l'analyse du renseignement et la profession médicale est la conviction que, à mesure que davantage d'informations seront collectées, le praticien deviendra plus confiant dans son évaluation. » Mais ce n'est pas toujours le cas. Dans certaines circonstances de la profession médicale, le processus de diagnostic implique des considérations qui ne sont pas « scientifiques » ou structurées de manière caractéristique, mais qui relèvent de la partisanerie du médecin, des compétences artisanales et de ce que Polanyi appellerait « connaissances personnelles ». Le poststructuraliste Michael Foucault a présenté un argument similaire selon lequel le travail du médecin est influencé par la culture environnante, dans la mesure où il ne « découvre » pas la vérité « là » mais l'assemble plutôt dans l'esprit, qui est en partie le produit de son environnement. Il est trop simpliste de comprendre l'activité du médecin ou de l'analyste du renseignement en tant qu'observateurs neutres qui ne recueillent et n'analysent que des « faits ». (Ormerod 2018, 28)

Certains experts du renseignement ont fait valoir que l'analyse du renseignement peut bénéficier de l'adoption de modèles similaires à ceux diagnostiqués dans le domaine médical. (Manjikian 2013, 1)Richards Heuer a souligné le domaine médical comme une profession qui pourrait être imitée par le renseignement. Comme il le dit, le médecin observe les symptômes du patient et en utilisant ses connaissances spécialisées sur le corps, une hypothèse est générée pour expliquer ces observations, suivie de tests pour recueillir des informations supplémentaires pour évaluer l'hypothèse et appliquer un diagnostic. Cette analogie médicale met l'accent sur la capacité d'identifier et d'évaluer correctement toutes les hypothèses plausibles. En ce sens, la collection se concentre sur des informations qui pourraient révéler des hypothèses alternatives : « Bien que l'analyse et la collecte soient toutes deux importantes, l'analogie médicale attache plus de valeur à l'analyse et moins à la collecte que les métaphores de la mosaïque. » (Heuer 1999, 62)
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